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Certified Cyber Law AnalystCertified Cyber Law AnalystCertified Cyber Law AnalystCertified Cyber Law Analyst    
Certification Code Certification Code Certification Code Certification Code VS-1154    
Vskills certification for Cyber Law Analyst assesses the candidate as per the company’s 

need for securing against internet related offenses. The certification tests the candidates on 

various areas in electronic signature, UNCITRAL, attribution, acknowledgement and 

dispatch of electronic records, certifying authority, IPR protection, international 

organization, COE, IT Act and judicial review. 

 

Why should one take this certifiWhy should one take this certifiWhy should one take this certifiWhy should one take this certification?cation?cation?cation?    
This Course is intended for professionals and graduates wanting to excel in their chosen 

areas. It is also well suited for those who are already working and would like to take 

certification for further career progression. 
 

Earning Vskills Cyber Law Analyst Certification can help candidate differentiate in today's 

competitive job market, broaden their employment opportunities by displaying their 

advanced skills, and result in higher earning potential.  

 

Who will benefit from taking this certificationWho will benefit from taking this certificationWho will benefit from taking this certificationWho will benefit from taking this certification????    
Job seekers looking to find employment in legal or IT departments of various companies, 

students generally wanting to improve their skill set and make their CV stronger and 

existing employees looking for a better role can prove their employers the value of their 

skills through this certification.  

Test DetailsTest DetailsTest DetailsTest Details    

• Duration:Duration:Duration:Duration: 60 minutes 

• No. of questions:No. of questions:No. of questions:No. of questions: 50 

• Maximum marks:Maximum marks:Maximum marks:Maximum marks: 50, Passing marks: 25 (50%) 

There is no negative marking in this module. 

Fee StructureFee StructureFee StructureFee Structure    

Rs. 3,499/- (Excludes taxes)* 

*Fees may change without prior notice, please refer http://www.vskills.in for updated fees  

Companies that hire Vskills Companies that hire Vskills Companies that hire Vskills Companies that hire Vskills Cyber Law AnalystCyber Law AnalystCyber Law AnalystCyber Law Analyst    
Cyber Law Analysts are in great demand. Companies specializing in legal or internet 

related services or IT are constantly hiring skilled Cyber Law Analysts. Various public and 

private companies also need Cyber Law Analysts for their legal or IT departments. 
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Sample QuestionsSample QuestionsSample QuestionsSample Questions    

1. 1. 1. 1. Which of the following crimes is done using a computer as the instrument?Which of the following crimes is done using a computer as the instrument?Which of the following crimes is done using a computer as the instrument?Which of the following crimes is done using a computer as the instrument?    

A. Computer manipulation  

B. Money laundering 

C. Data alteration 

D. Theft of services 

 

2222. . . . Which of the following crimes targets a computer?Which of the following crimes targets a computer?Which of the following crimes targets a computer?Which of the following crimes targets a computer?    

A. Denial of service 

B. Money laundering 

C. Theft of services 

D. Intellectual property violations 

 

3333. . . . Which of the following best defines computer abuseWhich of the following best defines computer abuseWhich of the following best defines computer abuseWhich of the following best defines computer abuse????    

A. Denial of service  

B. Money laundering 

C. An illegal act in which knowledge of computer technology is used to commit the act 

D. An intentional act involving a computer in which the perpetrator may have gained at the 

victim’s expense 

 

4444. . . . What is a “HacWhat is a “HacWhat is a “HacWhat is a “Hacktivist”?ktivist”?ktivist”?ktivist”?    

A. Politically motivated hacker  

B. Denial of service attacker 

C. A proponent of Napster 

D. A person engaging in an intentional act involving a computer in which the person may 

have gained at the victim’s expense 

 

5555. . . . Which of the following is a cWhich of the following is a cWhich of the following is a cWhich of the following is a computer crime that deprives the legitimate owner of omputer crime that deprives the legitimate owner of omputer crime that deprives the legitimate owner of omputer crime that deprives the legitimate owner of 

a tangible asset?a tangible asset?a tangible asset?a tangible asset?    

A. Hacking  

B. Money laundering 

C. Manipulating the price of a stock 

D. Salami slice 

 

 

Answers:      1 (D), 2 (A), 3 (D), 4 (A), 5 (D) 



 
 


